
Retail IT Security Checklist

Information security governance and compliance checklist

Activity Person 
Responsible

Date 
Completed

Details

Adopt an 
established 
security 
framework

Review security 
tools and 
processes

Review the 
following 
regulations: 
GDPR, PCI DSS, 
NIS

Identify and map 
out all personal 
data held
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