
Retail IT Security Checklist

Systems monitoring, penetration testing and data loss

Activity Person 
Responsible

Date 
Completed

Details

Schedule 
vulnerability 
scans and 
penetration 
testing

Enable ‘always-
on’ DDOS 
protection

Review your data 
loss prevention 
measures

Carry out 
continuous 
systems 
monitoring and 
security reviews
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	Text Field 33: You’re only as strong as your weakest link – test your systems so you can identify vulnerabilities and fix them.
	Text Field 34: DDOS attacks are very common. Find an effective, secure service or product to protect your systems.
	Text Field 35: Don’t ignore data regulations. Make sure you have measures in place to minimise data loss.
	Text Field 36: Run checks year-round so that you’re confident going into your peak trading.


